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[bookmark: _Toc473114611][bookmark: _Ref517267544][bookmark: _Toc219104493]Introduction
2 canaux de remises sont disponibles pour effectuer une remise sur ONEGATE :
· U2A Weak (Connexion avec identifiant et mot de passe) 
· U2A Strong (Connexion avec certificat d’authentification) 
· Déposer sa remise 
· Effectuer une saisie en ligne 
· Télécharger des comptes rendus de traitement.
· A2A (Télétransmission de fichier par internet pour transmettre sa remise)
· A2A WebService (Nécessite un certificat d’authentification)
· A2A MFT (Transmission via FTPes (PESIT))
Ce document décrit les modalités techniques d’une remise de données automatique d’une application auprès du guichet ONEGATE.
Une remise vers ONEGATE met en jeu les acteurs suivants :
· L’émetteur : l’application émettrice de la collecte (Remettant)
· L’infrastructure Banque De France : l’infrastructure réceptrice des données, mise à disposition des émetteurs par la Banque De France. Il contient un serveur de réception de données et une base de données de stockage.

La remise correspond à la réception dans ONEGATE d’un ensemble de données émises par un émetteur. Après réception par la Banque de France, la remise ainsi que son compte rendu de traitement sont consultables sur l’application ONEGATE.
La construction de cette remise doit respecter les étapes suivantes :
 Construction de la remise
· Se référer au cahier des charges informatiques transmis par le métier pour obtenir le format.
 Effectuer la télétransmission
· En fonction de la modalité de la télétransmission la remise peut être soumise à une limite de taille ou être compressée.
· Se référer à la modalité de remise choisie pour obtenir les règles de remises.
 Traitement du fichier par ONEGATE
· Après télétransmission, la remise est visible dans le suivi des remises sur l'application ONEGATE.
· Un compte rendu de traitement sera envoyé à l'adresse email indiquée dans le fichier de remise.
 Suivi des remises et comptes rendus de collecte
· Il est possible, via « Web Service P6 » uniquement, d’interroger le portail ONEGATE afin de récupérer les informations suivantes :
· État et statuts des étapes de traitement de fichiers.
· Compte rendu de traitement des fichiers (CRT).
· Documents annexes (Liés à une remise)
· Compte rendu de collecte et documents disponible dans l’espace documentaire (CRC, CVF, Relances retard…).

Résumé des échanges présentés dans cette note technique :



Application émettrice WS
Application émettrice PESIT


Compte OG – Connexion externe
E-mail
OneGate
Abonnement
Envoi d’une remise ou d’une requête – voir 3. Télétransmission en protocole PESIT HORS SITE
Suite à une remise, envoi de l’état du traitement – voir 2.6 Notifications emails
Envoi d’une remise ou d’une requête – voir 2. Modalité de télétransmission par Webservice
Certificat A2A +
Authentification user A2A
Suite à une requête, envoi de l’information demandée (états et statuts des fichiers, CRT, CRC et documents) – voir 4. Webservices de suivi des remises et réception de documents

Suite à une remise, mise à disposition sur le compte OG











	


[bookmark: _Ref517340329][bookmark: _Toc219104494][bookmark: _Toc241401866][bookmark: _Toc241638907]Télétransmission par A2A WebService
1.1. [bookmark: _Toc517254209][bookmark: _Toc219104495]Présentation
Le mode de télétransmission A2A WebService permet d’effectuer une remise par internet avec une authentification de l’émetteur via certificat d’authentification.
1.2. [bookmark: _Toc517254210][bookmark: _Toc219104496]Prérequis
L’application émettrice passe un certificat d’authentification en entrée dans sa requête. Le certificat doit être valide pour que l’authentification soit correcte. 
L’application peut utiliser un certificat d’authentification émis par la Banque de France ou produit par l’une des Autorités de Certification référencée par le CFONB[footnoteRef:2] : http://www.cfonb.org/  [2:  	Comité Français d'Organisation et de Normalisation Bancaires] 

L’émetteur doit, au préalable compléter et envoyer le formulaire d'enregistrement du mandataire de certification cf. ANNEXE 1 - FORMULAIRES DE DEMANDE DE CERTIFICAT   
(À transmettre à la Cellule Support ONEGATE : Mail : Support-OneGate@banque-france.fr). 

1.3. [bookmark: _Toc219104497][bookmark: _Toc517254211]Mise en place d’un compte A2A WS
L’émetteur va devoir dans un premier temps effectuer une demande de fourniture de certificat Banque de France en remplissant le formulaire fourni en ANNEXE 1 - FORMULAIRES DE DEMANDE DE CERTIFICAT 
(À transmettre à la Cellule Support ONEGATE : Mail : Support-OneGate@banque-france.fr). 
Il est également possible d’utiliser un certificat fourni par une AC tiers reconnue par la Banque de France.

Dans un second temps s’abonner au canal de télétransmission en remplissant une demande que vous trouverez en ANNEXE 2 - FORMULAIRE DE DEMANDE DE CREATION DE COMPTE A2A WS 
(À transmettre à la Cellule Support ONEGATE : Mail : Support-OneGate@banque-france.fr). 


Merci de bien vouloir adresser vos demandes par mail à l’adresse suivante :
Support-OneGate@banque-france.fr  

1.4. [bookmark: _Toc219104498]Horaires d’ouverture
L’application ONEGATE est disponible en réception de 04H00 à 23H50.
Le support ONEGATE est ouvert de 08H00 à 19H00 pour vous assister dans le cadre de vos remises.

Avant de contacter le support, il convient de vous munir :
· Du numéro de ticket ONEGATE retourné lors de l’upload
· Du domaine OneGate concerné
· De l’heure à laquelle le fichier a été transmis.

Deux environnements sont proposés :
· Environnement de test/homologation : Environnement destiné à tester vos remises, les réponses de l’application ONEGATE ainsi que les éventuels retours de l’application métier destinatrice.
· Environnement de production : Environnement destiné à effectuer vos remises métiers.
1.5. [bookmark: _Toc219104499][bookmark: _Toc517254212]Règles de remises
· La taille maximale du fichier transmis via A2A WS doit être de 2 Go.
· Il est recommandé que le fichier soit zippé selon la méthode de compression « DEFLAT ». 

Les fichiers WSDL et XSD de références concernant les modalités techniques sont disponibles en 5.3 ANNEXE 3 - REMISE FICHIER A2A WS : DOCUMENTATION TECHNIQUE .
1.6. [bookmark: _Ref518394914][bookmark: _Toc219104500]Notifications via emails

L’envoi d’un fichier en A2A WebService donne lieu à la réception de deux messages d’information à l’adresse email de création du compte (adresse email du porteur renseigné dans la demande de certificat d’authentification, ainsi que celle indiquée dans le fichier dans la balise « Response ») :
· Accusé de réception du fichier
· Notification de l’état final du traitement 



[bookmark: _Toc472932623][bookmark: _Toc473114619][bookmark: _Ref517340350][bookmark: _Ref518394845][bookmark: _Ref518394849][bookmark: _Toc219104501]Télétransmission en protocole PESIT HORS SIT
1.7. [bookmark: _Toc517254214][bookmark: _Toc219104502]Présentation
Pour les échanges transitant par le guichet ONEGATE, il existe deux possibilités de télétransmission :
· Vers l’environnement de Production
· Vers l’environnement de Test/Homologation
1.8. [bookmark: _Toc472932624][bookmark: _Toc473114620][bookmark: _Toc517254215][bookmark: _Toc219104503]Demande d’abonnement A2A MFT
L’émetteur va devoir dans un premier temps s’abonner au canal de télétransmission en remplissant un formulaire d’abonnement que vous trouverez en ANNEXE 4 - TÉLÉTRANSMISSION : DEMANDE D’OUVERTURE DE ROUTE.
Ce formulaire est éligible à compter du 1er juillet 2018. 

Merci de bien vouloir adresser votre demande par mail à l’adresse suivante :
Support-OneGate@banque-france.fr  

Il conviendra également de renseigner dans le mail une information technique supplémentaire à savoir le nom du site Banque de France tel qu’il est paramétré sur le moniteur de transfert de l’émetteur.

Attention :
Ce formulaire devra parvenir à la Banque de France au plus tard un mois avant l’envoi des fichiers.
1.9. [bookmark: _Toc472932627][bookmark: _Toc473114623][bookmark: _Toc517254216][bookmark: _Toc219104504]Horaires d’ouverture
Le service de réception ONEGATE est disponible du lundi au samedi de 0h30 à 23h30 (Hors jours fériés du calendrier ONEGATE : 1er janvier, lundi de Pâques, 1er mai et 25 décembre).
1.10. [bookmark: _Toc472932628][bookmark: _Toc473114624][bookmark: _Toc517254217][bookmark: _Toc219104505]Règles de remise
· Le champ PI 99 correspond au nom du fichier affiché dans la rubrique de suivi des remises de ONEGATE. Le champ accepte uniquement les caractères [0-9, A-Z, a-z, ., _]. Tout autre caractère sera rejeté. Ce champ est optionnel.
· Un nom de fichier, extension comprise ne doit pas dépasser 100 caractères.
· Il est conseillé de nommer les fichiers de la manière suivante : 
· <Code déclarant>_<Domaine>_AAAAMMJJHHMMSS.xml par exemple pour une remise ANACREDIT :
30003_ACR_20180418091534258.XML



[bookmark: _Ref517340378][bookmark: _Toc219104506]Web Services P6 de suivi des remises et réception de documents
1.11. [bookmark: _Toc517254219][bookmark: _Toc219104507]Presentation
Il est possible d’interroger le portail ONEGATE via « WebService P6 » à des fins de suivi des remises et de gestion documentaire. Différentes requêtes sont proposées afin d’obtenir ces informations.
1.12. [bookmark: _Toc517254220][bookmark: _Toc219104508]Prérequis et horaires d’ouverture du portail
Ces informations sont communes aux modalités de télétransmission via WebService (§2 du présent document). Les informations techniques et fonctionnelles sont fournies en ANNEXE 5 - DOCUMENTATION TECHNIQUE CONSULTATION VIA WS P6.
1.13. [bookmark: _Toc517254221][bookmark: _Toc219104509]Type d’appel et informations disponibles
Référence en annexe 5.5.3 : « Manuel d'utilisation de l'API WS P6 OneGate.docx »
[bookmark: _Toc219104510]Informations récupérées de l’écran « Suivi des remises »

Les requêtes suivantes de type « Submission » permettent de recevoir les informations disponibles sur la page de suivi des remises du portail ONEGATE. Les résultats dépendent du domaine de collecte.

1. Exemples d’utilisation des appels web service liés au suivi des remises (requêtes submission) 



· J’ai fait une remise par A2A web service :
 Je fais des appels pour connaitre l’avancement du traitement grâce à la requête détail « Submission {ticket}.
 Le statut est en échec, je récupère la liste des anomalies grâce à la requête détail des messages submission{ticket}/messages 

· J’ai fait une remise par route MFT (PESIT)
Je fais des appels pour connaitre la liste des tickets associés à mes envois grâce à la première requête submission. 
 Pour chaque ticket, je fais des appels avec la requête détail (Submission {ticket}) afin de lier les tickets à mes remises grâce au nom du fichier.
 Avec la requête détail des messages (submission{ticket}/messages), je récupère si nécessaire les anomalies de ma remise.
 Avec la requête (submissiondocument {ticket}), je récupère si nécessaire les documents annexes liés à ma remise.

[bookmark: _Toc219104511]Informations récupérées de l’écran « Gestion documentaire »

Les requêtes de type « declarerdomain » permettent de récupérer les informations sur les documents (1) mis à disposition dans le portail ONEGATE au niveau de l’onglet « Gestion documentaire » pour certaines collectes comme Anacredit SURFI, COREP, DAF, etc.

(1) Les différents documents disponibles par cette requête et présents dans l’IHM ONEGATE ‘Gestion documentaire’ sont les suivants : Compte Rendu de Collecte ; Compte rendu de traitement remise ; Relance retard ; Carte de visite ; Compte rendu anomalie ; Notification d'un nouveau document ; Business Feedback ; Autre ; Documentation générale.

1. Requête de récupération des identifiants de documents : « documentdeclarerdomain » 
Cette requête permet de récupérer des identifiants de documents (1) liés à un couple déclarant / domaine présents dans l’onglet « Suivi/Documents » de ONEGATE et mis à disposition des utilisateurs de l’application.
 



[bookmark: _Toc219104512]Annexes

1.14. [bookmark: _Toc219104513]ANNEXE 1 - FORMULAIRES DE DEMANDES DE CERTIFICATS

· Le tableau ci-dessous liste les formulaires disponibles pour les demandes liées aux certificats

· Remarques
· Les pièces justificatives requises sont précisées dans les formulaires de demande
· Le formulaire et les pièces justificatives sont à transmettre à la Cellule Support ONEGATE : Mail : Support-OneGate@banque-france.fr.
· Tout dossier incomplet ne pourra pas être traité.

(*) Options à privilégier
	Formulaire de demande 
	Offre de certificat

	Formulaire d’enregistrement d’un Mandataire de Certification auprès de l’AC Banque de France
	Prérequis pour demander toute offre de certificat

Le mandataire est un responsable signataire inscrit dans les statuts, il est possible d’effectuer une délégation.

	Formulaire de demande de certificat
	1ere offre pour l’accès OneGate automatisé via A2A Webservice
*Entité - Authentification personnelle simple (certificat logiciel uniquement)

	Formulaire de demande de certificat
	2eme offre pour l’accès OneGate automatisé via A2A Webservice
Entité - Authentification personnelle renforcée (certificat logiciel + (carte à puce ou Token))


	Formulaire de révocation de certificat
	 Formulaire de révocation de certificat
Utilisé pour demander la révocation d’un certificat en cours de validité



Le site de publication de l’AC de la Banque de France est disponible sur le lien suivant : http://pc.igcv3.certificats.banque-france.fr Choix et retrait de certificat :

Formulaires et guide présents sur le site institutionnel Banque De France : 
Certificats | Banque de France (banque-france.fr)

Retrait et Installation d’un Certificat Logiciel émis par l’IGC-BDF-V3 :
https://www.banque-france.fr/igcbdf/v3/IGC-BDF-V3-Guide-utilisateur-certificat-logiciel.pdf 

1.15. [bookmark: _Toc219104514]ANNEXE 2 – FORMULAIRE DE DEMANDE DE CREATION COMPTE A2A WS

Lorsque le certificat A2A Web Service est obtenu, une demande d’abonnement au canal A2A doit être effectuée auprès du support OneGate en remplissant le document ci-dessous
(À transmettre à la Cellule Support ONEGATE : Mail : Support-OneGate@banque-france.fr) 




1.16. [bookmark: _Toc219104515]ANNEXE 3 – REMISES FICHIER A2A WS : DOCUMENTATION TECHNIQUE


Fichier WSDL d’accès à l’environnement de Production et les XSD de référence : 



    
Afin qu’il soit fonctionnel, l’URL de binding du WSDL (balise <soap:address location>) doit être modifiée en fonction de l’environnement OneGate utilisé.

	Environnement
	URL de binding

	Test/Homologation
	https://onegate-a2a-test.banque-france.fr/receivedeclarationHV

	Production
	https://onegate-a2a.banque-france.fr/receivedeclarationHV


[bookmark: _Toc517254226][bookmark: _Toc517257196][bookmark: _Toc517423393][bookmark: _Toc517877844][bookmark: _Toc518029876][bookmark: _Toc525723494][bookmark: _Toc219104516][bookmark: _Toc398827064]Webservice 
[image: ]
Ce webservice permet d’envoyer un fichier.
Le retour du webservice correspond au numéro de ticket correspondant au fichier transmis.
[bookmark: _Toc517254227][bookmark: _Toc517257197][bookmark: _Toc517423394][bookmark: _Toc517877845][bookmark: _Toc518029877][bookmark: _Toc525723495][bookmark: _Toc219104517]Description des entités SOAP
La requête en composée de plusieurs paramètres :
2. fileName (obligatoire) : nom du fichier remis.
2. payload (obligatoire) : contenu du fichier au format MTOM.
[image: ]
La réponse renvoie le numéro de ticket attribué au fichier.
2. ticketId : N° de ticket de la remise
[image: ]
[bookmark: _Toc517254228][bookmark: _Toc517257198][bookmark: _Toc517423395][bookmark: _Toc517877846][bookmark: _Toc518029878][bookmark: _Toc525723496][bookmark: _Toc219104518]Exemples
Cas passant
Requête :
[image: ]
Réponse :
[image: ]
Cas en erreur
Requête : Certificat invalide
[image: ]
Réponse :
[image: ]
Requête : Nom de fichier non renseigné ou balise filename inexistante
[image: ]
ou
[image: ]
Réponse :
[image: ]
Requête : payload non renseigné
[image: ]
Réponse :
[image: ]

1.17. [bookmark: _Ref517260440][bookmark: _Toc219104519]ANNEXE 4 - TÉLÉTRANSMISSION : DEMANDE D’OUVERTURE DE ROUTE


1.18. [bookmark: _Ref517267540][bookmark: _Ref517267567][bookmark: _Toc219104520]ANNEXE 5 - DOCUMENTATION TECHNIQUE CONSULTATION VIA WS P6
1.18.1. [bookmark: _Toc517254231][bookmark: _Toc517257201][bookmark: _Toc517423398][bookmark: _Toc517877849][bookmark: _Toc518029881][bookmark: _Toc525723499][bookmark: _Toc219104521]WADL

Fichier WADL décrivant l’API du « WebService P6 » en environnement de test/homologation :




Afin de modifier l’environnement cible, éditer le fichier, et remplacer la valeur de l’attribut « base » dans la balise <ressources> avec la valeur de l’environnement cible.


	Environnement
	URL de binding

	Test
	https://onegate-a2a-test.banque-france.fr

	Production
	https://onegate-a2a.banque-france.fr


1.18.2. [bookmark: _Toc517254232][bookmark: _Toc517257202][bookmark: _Toc517423399][bookmark: _Toc517877850][bookmark: _Toc518029882][bookmark: _Toc525723500][bookmark: _Toc219104522]Description
Fichier HTML décrivant précisément les requêtes et réponses possibles du WebService : 



1.18.3. [bookmark: _Toc219104523][bookmark: _Toc517254233][bookmark: _Toc517257203][bookmark: _Toc517423400][bookmark: _Toc517877851][bookmark: _Toc518029883][bookmark: _Toc525723501]Documentation
Document précisant les entrées, sorties ainsi que les urls spécifiques à chaque requête :


1.18.4. [bookmark: _Toc219104524]Authentification
L’authentification se fait via un certificat utilisateur de type personnel ou entité (cf. annexe 1 pour la demande de certificat puis annexe 2 pour le paramétrage de la connexion)
Pour un appel WebService de machine à machine (A2A) le certificat de type entité est à privilégier, le compte porteur associé sera une adresse email générique.
COURRIEL : Support-OneGate@banque-france.fr
COURRIEL : Support-OneGate@banque-france.fr	17
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ANNEXE 2



[bookmark: _Toc383619941]Formulaire de demande d’abonnement au canal de télétransmission avec fourniture de Certificat d’Authentification



À transmettre à la Cellule Support ONEGATE :		Mail : Support-OneGate@banque-france.fr











		Informations sur le porteur



		Civilité

		

		Prénom

		

		NOM

		



		Courrier électronique du porteur

		



		Autorité de certification

		Banque de France  

Si autre préciser :



		Tél. 

		



		NB. La clé publique de votre certificat d’authentification (.CER encodé en base 64) doit être fournie en PJ. du courriel contenant ce document.










	

Demande des accréditations liées aux remises effectuées par WS ou par transmission de fichier

Merci de bien vouloir compléter ce tableau qui permettra d’effectuer les accréditations nécessaires à la bonne prise en compte de votre remise.



		Choix du type de déclarant (dans la liste)

		Identifiant du déclarant

		Libellé de la collecte



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		
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receiveDeclarationResponse.xsd
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receiveDeclarationRequest.xsd
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<soap:Envelope xmlns:soap='
<soap:Header/>

http://www.w3.org/2003/05/s0ap-envelope” xmins:vi="http://www.escb.eu/fr/onegate/guichet/vi">

<s0ap:Body>
<vi:receiveDeclarationRequest>
<!--Optional:-->

<v1:fileName>SDESS_COREP_02182_KO_SNG.xm1</v1:fileName>
<v1:payload>cid:SDESS_COREP_02182_KO_SNG.xm1</v1:payload>
</vi:receiveDeclarationRequest>
</soap:Body>
</soap:Envelope>
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<soapenv:Envelope xmlns:soapenv="http://www.u3.org/2003/05/s0ap-envelope”>
<soapenv:Body>
<og:receiveDeclarationResponse xmlns:og="http://w.esch.eu/fr/onegate/guichet/v1">
<og:ticketID>93850</og: ticketID>
</og:receiveDeclarationResponse>
</soapenv:Body>
</soapenv: Envelope>
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<soap:Envelope xmlns:soap=’
<soap:Header/>
<s0ap:Body>
<vi:receiveDeclarationRequest>
-Optional:-->
<v1:fileName>SDESS_COREP_02182_KO_SNG.xm1</v1:fileName>
<v1:payload>cid:SDESS_COREP_02182_KO_SNG.xm1</v1:payload>
</vi:receiveDeclarationRequest>
</soap:Body>
</soap:Envelope>

http://www.w3.org/2003/05/s0ap-envelope™ xmlins:vi="http://wwu.escb.eu/fr/onegate/guichet/v1">
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<soapenv:Envelope xmlns:soapem
<soapenv:Body>
<soapenv:Fault>
<soapenv: Code>
<soapenv:Value>soapenv:Receiver</soapenv:Value>
</soapenv: Code>
<soapenv:Reason>
<soapenv:Text xml:lang=
</soapenv:Reason>
<soapenv:Nodeshttps://wiin231a. intra-int.bdf-int.local/ws/De4_RemiseP1MTON. us: receiveHTON</soapeny:Node>
<soapenv:Roleshttps://wiin231a. intra-int.bdf-int.local /us</soapenv:Role>
<soapenv:Detail>
<ser-root: fault
xmlns: ser-root="http://u.escb.eu/fr/onegate/guichet/v1" xmlns:xsi="http://wi.u3.org/2061/XMLSchema-instance”>
0G_Declaration_Commons.services:callAPISecurity :Erreur callAPISecurity Message : &lt;![CDATA[Technical error returned by certificate control server.
</ser-root: fault>
</soapenv:Detail>
</soapenv:Fault>
</soapenv:Body>
</soapenv:Envelope>

“http://www.w3.0rg/2003/85/soap-envelope™>

5[155.6088.9256] Fault returned by invoked service</soapenv:Texts
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<soap:Envelope xnlns:soap="http://uuu.u3.org/2003/65/s0ap-envelope™ xmlns:vi="http://wuu.esch.eu/fr/onegate/guichet/v1";
<soap:Header/>
<s0ap:Body>
<vi:receiveDeclarationRequest>
-Optional:-->
<vi:fileName></v1: FileName>
<vi:payload>cid:SDESS_COREP_02182_KO_SNG.xm1</v1:payload>
</vi:receiveDeclarationRequest>
</soap:Body>
¢/soap:Envelope>
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<soap:Envelope xmlns:soa
<soap:Header/>
<s0ap:Body>
<vi:receiveDeclarationRequest>
<!--Optional:-->

http://wwu.u3.0rg/2003/85/s0ap-envelope” xmlns:vi="http://www.escb.eu/fr/onegate/guichet/vi™

<vi:payload>cid:SDESS_COREP_02182_KO_SNG.xm1</v1:payload>
</vi:receiveDeclarationRequest>
</soap:Body>
</soap:Envelope>
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<soapenv:Envelope xmlns:soapen
<soapenv:Body>
<soapenv:Fault>
<soapenv: Code>
<soapenv:Value>soapenv:Receiver</soapenv:Value>
</soapenv: Code>
<soapenv:Reason>
<soapenv:Text xml:1lan;
</soapenv:Reason>
<soapenv:Nodeshttps://wiin231a. intra-int.bdf-int.local/ws/De4_RemiseP1MTON. us: receiveHTON</soapeny:Node>
<soapenv:Roleshttps://wiin231a. intra-int.bdf-int.local /us</soapenv:Role>
<soapenv:Detail>
<uiebh: exception xmlns:uebli="http://wi.uebMethods .com/2001/16/s0ap/encoding”>
<uiebh: ClassName>com.um. 1ang. Flow. FlowException</webh: classhame>
<uebM:message xml:lang="">No filename found.</webM:message>
</webli:exception>
</soapenv:Detail>
</soapenv:Fault>
</soapenv:Body>
¢/soapenv:Envelope>

http://www.w3.0rg/2003/05/s0ap-envelope™>

">[155.0088.9112] An Exception was thrown in the server:No filename found.</soapenv:Text>
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<soap:Envelope xmlns:soa
<soap:Header/>
<s0ap:Body>
<vi:receiveDeclarationRequest>
1--optional:-->
<v1:fileName>SDESS_COREP_02182_KO_SNG.xm1</v1:fileName>

http://www.w3.0rg/2003/85/soap-envelope™ xmlns:vi="http://www.escb.eu/fr/onegate/guichet/v1’

</vi:receiveDeclarationRequest>
</soap:Body>
</soap:Envelope>
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<soapenv:Envelope xmlns:soapenv="http://www.w3.0rg/2003/85/so0ap-envelope”>
<soapenv:Body>
<soapenv:Fault>
Code>

Text xnl:lang
</soapenv:Reason>
<soapenv:Node>https://uiin231a.intra-int.bdf-int.local/us/D04_RemisePIMTON.us: receiveMTONC/soapeny:Node>

[Hint: double-click to select code }://wi in231a. intra-int.bdf-int. local /us</soapenv:Role>
<soapenv:Detail>
<webM:exception xnlns:uebli="http://wuu.uebethods. con/2001/16/s0ap/encoding”>
<webi: className>com.un. 1ang. Flow. FLowException</webh: className>
<uebM:message xml:lang="">Input parameter 'stream’ was not found.</webh:message>
</uebh: exception>
</soapenv:Detail>
</soapenv:Fault>
</soapenv:Body>
</soapenv:Envelope>

5[155.6088.9112] An Exception was thrown in the server:Input parameter stream’ was not found.</soapenv:Text>
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Feuillet 4

TELETRANSMISSION

Contexte

Le présent document décrit les paramètres qu'il est nécessaire de définir pour réaliser les transferts de fichiers. Le Partenaire doit retourner à la Banque de France les feuillets 2 et 4 complétés de ce document contenant les paramètres de connexion physique ainsi que le périmètre des autorisations souhaitées.

Protocole d’échange : PESIT HS / E

Le protocole PeSIT Hors SIT a été défini par le GSIT et a été retenu par le CFONB en vue des échanges de fichiers entre la Banque de France et ses partenaires. Ce protocole permet l'échange de fichiers entre systèmes hétérogènes par l'intermédiaire de réseaux publics ou privés en TCP/IP.



Le présent document décrit les paramètres qu'il est nécessaire de définir pour réaliser les transferts de fichiers. Le Partenaire doit retourner à la Banque de France le feuillet 2 complété de ce document contenant les paramètres de connexion physique.

Horaires d'ouverture du service de Télétransmission de la Banque de France

Du lundi au dimanche de 00H30 à 23H30



Ces horaires sont donnés à titre indicatif et peuvent être modifiés en fonction des besoins de chaque application de la Banque de France utilisant le service de transferts de fichiers.

Modalités de raccordement

Dans un premier temps, des tests de raccordement réseau se feront avec l’équipe technique gérant la plateforme d’échanges, qui validera la liaison IP avec le nouvel adhérent par l'échange de fichiers de tests. Une fois la liaison validée, le dossier sera transmis au service utilisateur concerné de la Banque de France pour effectuer des transferts de fichiers au niveau applicatif. 

Traitement d’un incident

Pour tout problème une fois la mise en exploitation réalisée, l'interlocuteur sera le service utilisateur concerné de la Banque de France ou le Centre d’Appels au 01 64 80 22 25. 




Paramètres de connexion physique à la BANQUE DE FRANCE

Informations sur l’établissement partenaire

		NOM de l’établissement

		



		Identifiant du déclarant (CIB, SIREN, …)

Banque, Etablissement financier

		



		Nom, Prénom du contact

		



		Téléphone

		



		Adresse de messagerie électronique

		





Informations sur le réseau et le protocole de communication

		Réseau

(Internet ou réseau MEXIC)

		 Internet	 Réseau MEXIC



		Protocole d’échanges

		 PeSIT HS E        PeSIT HS E SSL        FTPeS        HTTPS





Caractéristiques IP et logiques de la Banque de France (PRODUCTION)

		

		MEXIC

		INTERNET



		Identifiant du site

Banque de France

		GTWEXT



		Mot de passe

		

		BDF



		Port d’écoute

		6330 (PESIT/HS E)

6331 (PESIT/HS E SSL)

		6331 (PESIT/HS E SSL)



		Adresses IP

		172.17.0.142

		62.23.47.142     80.118.162.75

62.39.79.77     84.14.207.12



		Adresse point d’accès fichier BdF

		

		pesit.xfb.banque-france.fr





Caractéristiques IP et logiques du partenaire

		ENVIRONNEMENT

		PRODUCTION



		Adresse(s) IP 

		

		Sur MEXIC, nos partenaires ont une IP au format 172.1x.xxx.xxx









		Port(s) d’écoute 

		



		Identifiant du site partenaire

		





Caractéristiques de l’échange

PRODUCTION

		Nom du fichier (PI 12/IDF)

pour le sens Partenaire  Banque de France

		



		Nom du fichier (PI 12/IDF)

pour le sens Banque de France  Partenaire

		







HOMOLOGATION

		Nom du fichier (PI 12/IDF)

pour le sens Partenaire  Banque de France

		



		Nom du fichier (PI 12/IDF)

pour le sens Banque de France  Partenaire

		







Les envois sont à effectuer en stream (variable), de format binaire, avec une longueur d'enregistrement à 4092.

Aide au remplissage de ce formulaire

Nous pouvons échanger des données via :

· Réseau privé MEXIC (VPN SSL)

· Internet



Sur le réseau MEXIC, nous pouvons vous proposer du PeSIT HS E et du PeSIT HS E SSL.

· Avantage	: sécurisé

· Inconvénient	: le raccordement aux VPN est payant 



Sur internet, nous pouvons vous proposer du PeSIT HS E SSL (c’est ce que nous préconisons). A défaut, nous pouvons faire du FTPeS ou du HTTPS.

· Avantage	: coût

· Inconvénient	: SSL two-way obligatoire



Au niveau du protocole, PeSIT (SSL ou non) présente l’avantage de pouvoir gérer des reprises automatiques avec des points de resynchronisation en cas de coupure durant le transfert. C’est le protocole qui est utilisé dans 95% des cas dans le cadre des échanges interbancaires. FTPeS et HTTPS ne présentent pas cette fonctionnalité.



Quelque soient le réseau et le protocole utilisés, le délai de mise en œuvre côté Banque de France est au minimum de 10 jours ouvrés. Nous vous considérons comme un nouvel établissement utilisant la télédiffusion, il sera donc nécessaire que l’on demande des ouvertures de flux spécifiques à nos équipes réseaux. La charge restant au paramétrage de notre moniteur de transfert sera quant à elle négligeable.






Demande des accréditations liées aux remises effectuées par WS ou par transmission de fichier

Merci de bien vouloir compléter ce tableau qui permettra d’effectuer les accréditations nécessaires à la bonne prise en compte de votre remise.



		Choix du type de déclarant (dans la liste)

		Identifiant du déclarant

		Libellé de la collecte



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		

		



		Choisissez un élément.		
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	OG2 P6



	
WADL doc from OG2 P6 REST

	Summary



	

		

					Resource

					Method

					Description

		



		

					https://onegate-a2a-test.banque-france.fr/p6/submissions

					GET

					Search for Submissions with parameters.

		



		

					https://onegate-a2a-test.banque-france.fr/p6/submissions/{ticket}

					GET

					Get the properties of a specific Submission.

		



		

					https://onegate-a2a-test.banque-france.fr/p6/submissions/{ticket}/file

					GET

					Download the Submission's file.

		



		

					https://onegate-a2a-test.banque-france.fr/p6/submissions/{ticket}/messages

					GET

					Get a collection of StepMessage.

		



		

					https://onegate-a2a-test.banque-france.fr/p6/submissions/{ticket}/{stepCode}/file

					GET

					Download a Submission step's file.

		



		

					https://onegate-a2a-test.banque-france.fr/p6/documentsubmission

					GET

					Search for DocumentSubmissions with

				parameters.

		



		

					https://onegate-a2a-test.banque-france.fr/p6/documentsubmission/{id}

					GET

					Get the properties of a specific

				DocumentSubmission.

		



		

					https://onegate-a2a-test.banque-france.fr/p6/documentsubmission/{id}/file/{idFile}

					GET

					Download a DocumentSubmission's file.

		



		

					https://onegate-a2a-test.banque-france.fr/p6/documentformdata

					GET

					Search for DocumentFormData with parameters.

		



		

					https://onegate-a2a-test.banque-france.fr/p6/documentformdata/{id}

					GET

					Get the properties of a specific

				DocumentFormData.

		



		

					https://onegate-a2a-test.banque-france.fr/p6/documentformdata/{id}/file/{idFile}

					GET

					Download a DocumentFormData's file.

		



		

					https://onegate-a2a-test.banque-france.fr/p6/documentdeclarerdomain

					GET

					Search for DocumentDeclarerDomain with

				parameters.

		



		

					https://onegate-a2a-test.banque-france.fr/p6/documentdeclarerdomain/{id}

					GET

					Get the properties of a specific

				DocumentDeclarerDomain.

		



		

					https://onegate-a2a-test.banque-france.fr/p6/documentdeclarerdomain/{id}/file/{idFile}

					GET

					Download a DocumentDeclarerDomain's file.

		







	



	



	Resources



	


	

		https://onegate-a2a-test.banque-france.fr/p6/submissions

	



	



	Methods



	

		

			

				

							GET

							get()

				



			



			



			request



			

				query params


				

					

						

									name

									type

									format

						



					

					

						

									ticket

									string

									Any.

						



						

									declarerType

									string

									Possible values : SIREN,

									SIRET, NSAID, SIREN_R, FI_ID, OPERATEUR, CIB, SIREN_CIB, CODE,

									IDREM.

							

						



						

									declarerCode

									string

									Any.

						



						

									domain

									string

									Any.

						



						

									progress

									string

									Possible values : WAIT,

									RUNN, DONE, FAIL, SKIP, WARN.

							

						



						

									fromDate

									string

									format : "dd-MM-yyyy".

						



						

									toDate

									string

									format : "dd-MM-yyyy".

						



						

									max

									string
default:

								10

									Number between 1 and 100.

						



						

									page

									string
default:

								1

									Number greater than 0.

						



					

				



				



			


			responses



			

				status:


				403 - FORBIDDEN

				

					representations


					

						

									void

									The user doesn't have the proper authorization to access

								this resource

						



					



				


				status:


				200 - OK

				

					representations


					

						

									application/json;

								charset=utf-8

									A collection of links (strings) to the details of each

								search result.

						



					



				


			


		


	


	

		https://onegate-a2a-test.banque-france.fr/p6/submissions/{ticket}

	



	



	Methods



	

		

			

				

							GET

							getByTicketCode()

					

				



			



			



			request



			

				path params


				

					

						

									name

									type

									format

						



					

					

						

									ticket

									string

									Any.

						



					

				



			


			responses



			

				status:


				403 - FORBIDDEN

				

					representations


					

						

									void

									The user doesn't have the proper authorization to access

								this resource

						



					



				


				status:


				404 - NOT FOUND

				

					representations


					

						

									void

									The resource could not be found

						



					



				


				status:


				200 - OK

				

					representations


					

						

									application/json;

								charset=utf-8

									Body contains the resource

								JSON

						



					



					resource structure


					

						Submission :



						

							

								

											Property

											Type

											Value

								



							

							

								

											ticketCode

											String

											Ticket code

								



								

											parentSubmission

											String

											Link to the parent submission

								



								

											childSubmissions

											Collection<String>

											A collection of links towards each child submission

								



								

											currentStep

											String

											Current step code

								



								

											progress

											String

											Submission status

								



								

											submissionSteps

											Collection<SubmissionStep>

											A collection of SubmissionSteps (described below)

								



								

											stepLastProgress

											String

											Date of the last update of the current step (format :

										"dd-MM-yyyy hh:mm:ss")

								



								

											owner

											String

											Login of the user who uploaded the sumbission

								



								

											domain

											String

											Domain code

								



								

											declarerCode

											String

											Declarer code

								



								

											declarerType

											String

											Declarer type

								



								

											processStart

											String

											Date of the process start (format : "dd-MM-yyyy

										hh:mm:ss")

								



								

											processEnd

											String

											Date of the process end (format : "dd-MM-yyyy

										hh:mm:ss")

								



								

											channel

											String

											submission channel

								



								

											content

											String

											Link to the submission file download

								



								

											fileName

											String

											File name

								



								

											fileSize

											Number

											File size in bytes

								



								

											fileFormat

											String

											File format

								



								

											fileCompressed

											Boolean

											true if the file submitted was compressed

								



								

											fileSignType

											String

											Signature type

								



								

											signatoryName

											String

											Signatory name

								



								

											signatureValidity

											String

											Signature validity

								



								

											certificateValidity

											String

											Certificate validity

								



								

											habilitationValidity

											String

											Habilitation validity

								



							

						



						SubmissionStep :



						

							

								

											Property

											Type

											Value

								



							

							

								

											code

											String

											Step code

								



								

											order

											String

											Step order

								



								

											status

											String

											Step status

								



								

											startDate

											String

											Step start date (format : "dd-MM-yyyy hh:mm:ss")

								



								

											endDate

											String

											Step end date (format : "dd-MM-yyyy hh:mm:ss")

								



								

											nbMessages

											Number

											Number of messages

								



								

											messages

											String

											Link to the collection of StepMessage

								



								

											fileName

											String

											File name

								



								

											fileSize

											String

											File size

								



								

											contentType

											String

											File format

								



								

											content

											String

											Link to the step file download

								



							

						



					


				


			


		


	


	

		https://onegate-a2a-test.banque-france.fr/p6/submissions/{ticket}/file

	



	



	Methods



	

		

			

				

							GET

							get()

				



			



			



			request



			

				path params


				

					

						

									name

									type

									format

						



					

					

						

									ticket

									string

									Any.

						



					

				



			


			responses



			

				status:


				403 - FORBIDDEN

				

					representations


					

						

									void

									The user doesn't have the proper authorization to access

								this resource

						



					



				


				status:


				404 - NOT FOUND

				

					representations


					

						

									void

									The resource could not be found

						



					



				


				status:


				200 - OK

				

					representations


					

						

									application/octet-stream

									A stream of the file for download

						



					



				


			


		


	


	

		https://onegate-a2a-test.banque-france.fr/p6/submissions/{ticket}/messages

	



	



	Methods



	

		

			

				

							GET

							get()

				



			



			



			request



			

				path params


				

					

						

									name

									type

									format

						



					

					

						

									ticket

									string

									Any.

						



					

				



				header params


                

                    

                        

                            		name

                            		type

                            		format

                        



                    

                    

                        

                            		Accept-Language

                            		string

                            		fr or en-gb. Default is fr.

                        



                    

                



			


			responses



			

				status:


				403 - FORBIDDEN

				

					representations


					

						

									void

									The user doesn't have the proper authorization to access

								this resource

						



					



				


				status:


				404 - NOT FOUND

				

					representations


					

						

									void

									The resource could not be found

						



					



				


				status:


				200 - OK

				

					representations


					

						

									application/json;

								charset=utf-8

									A collection of StepMessage

						



					



					resource structure


					

						StepMessage :



						

							

								

											Property

											Type

											Value

								



							

							

								

											code

											String

											Message code

								



								

                                    		level

                                    		String

                                    		Message level (INFO, WARNING, ERROR)

                                



                                

                                    		message

                                    		String

                                    		The message (translated in the accepted language if available)

                                



                                

                                    		stepCode

                                    		String

                                    		The step code of the SubmissionStep the message is coming from.

                                



							

						



					


				


			


		


	


	

		https://onegate-a2a-test.banque-france.fr/p6/submissions/{ticket}/{stepCode}/file

	



	



	Methods



	

		

			

				

							GET

							get()

				



			



			



			request



			

				path params


				

					

						

									name

									type

									format

						



					

					

						

									ticket

									string

									Any.

						



						

									stepCode

									string

									Possible values : RECEIVE,

									REPLAYED_ON_ERROR, EXTRACT, QUICKREAD, CHECK_IDENT, CHECK_XSD,

									CHECK_SIGN, SPLIT_XBRL, CHECK_DDAS, DDAS_TRANSFORM,

									PROTIDE_TRANSFORM, CHECK_XBRL, CHECK_XBRL_STRUCT,

									CHECK_XBRL_COHERENCE, CHECK_XBRL_FORMULA, BACKEND_CRT1,

									BACKEND_CRT2, INTEGRATE, BACKEND_SEND, ADD_NOTE, END.

						



					

				



			


			responses



			

				status:


				400 - BAD REQUEST

				

					representations


					

						

									void

									One or more of the path or query parameters did not have

								the proper format.

						



					



				


				status:


				403 - FORBIDDEN

				

					representations


					

						

									void

									The user doesn't have the proper authorization to access

								this resource

						



					



				


				status:


				404 - NOT FOUND

				

					representations


					

						

									void

									The resource could not be found

						



					



				


				status:


				200 - OK

				

					representations


					

						

									application/octet-stream

									A stream of the file for download

						



					



				


			


		


	


	

		https://onegate-a2a-test.banque-france.fr/p6/documentsubmission

	



	



	Methods



	

		

			

				

							GET

							get()

				



			



			



			request



			

				query params


				

					

						

									name

									type

									format

						



					

					

						

									type

									string

									Any.

						



						

									desc

									string

									Any.

						



						

									ticket

									string

									Any.

						



						

									fromDate

									string

									format : "dd-MM-yyyy"

						



						

									toDate

									string

									format : "dd-MM-yyyy"

						



						

									max

									string
default:

								10

									Number between 1 and 100.

						



						

									page

									string
default:

								1

									Number greater than 0.

						



					

				



				



			


			responses



			

				status:


				403 - FORBIDDEN

				

					representations


					

						

									void

									The user doesn't have the proper authorization to access

								this resource

						



					



				


				status:


				200 - OK

				

					representations


					

						

									application/json;

								charset=utf-8

									A collection of links (strings) to the details of each

								search result.

						



					



				


			


		


	


	

		https://onegate-a2a-test.banque-france.fr/p6/documentsubmission/{id}

	



	



	Methods



	

		

			

				

							GET

							get()

				



			



			



			request



			

				path params


				

					

						

									name

									type

									format

						



					

					

						

									id

									string

									Number.

						



					

				



			


			responses



			

				status:


				403 - FORBIDDEN

				

					representations


					

						

									void

									The user doesn't have the proper authorization to access

								this resource

						



					



				


				status:


				404 - NOT FOUND

				

					representations


					

						

									void

									The resource could not be found

						



					



				


				status:


				200 - OK

				

					representations


					

						

									application/json;

								charset=utf-8

									Body contains the resource

								JSON

						



					



					resource structure


					

						DocumentSubmission :



						

							

								

											Property

											Type

											Value

								



							

							

								

											id

											Number

											Document id

								



								

											type

											String

											Document type

								



								

											user

											String

											Login of the user who submitted the document

								



								

											desc

											String

											Description

								



								

											ticket

											String

											Submission ticket code

								



								

											recep

											String

											Date of receipt (format : "dd-MM-yyyy")

								



								

											files

											Collection<File>

											A collection of Files (described below)

								



							

						



						File :



						

							

								

											Property

											Type

											Value

								



							

							

								

											id

											Number

											File id

								



								

											name

											String

											File name

								



								

											size

											Number

											Size in bytes

								



								

											desc

											String

											Description

								



								

											link

											String

											Link to the file download

								



							

						



					


				


			


		


	


	

		https://onegate-a2a-test.banque-france.fr/p6/documentsubmission/{id}/file/{idFile}

	



	



	Methods



	

		

			

				

							GET

							get()

				



			



			



			request



			

				path params


				

					

						

									name

									type

									format

						



					

					

						

									idFile

									string

									Number.

						



						

									id

									string

									Number.

						



					

				



			


			responses



			

				status:


				403 - FORBIDDEN

				

					representations


					

						

									void

									The user doesn't have the proper authorization to access

								this resource

						



					



				


				status:


				404 - NOT FOUND

				

					representations


					

						

									void

									The resource could not be found

						



					



				


				status:


				200 - OK

				

					representations


					

						

									application/octet-stream

									A stream of the file for download

						



					



				


			


		


	


	

		https://onegate-a2a-test.banque-france.fr/p6/documentformdata

	



	



	Methods



	

		

			

				

							GET

							get()

				



			



			



			request



			

				query params


				

					

						

									name

									type

									format

						



					

					

						

									type

									string

									Any.

						



						

									desc

									string

									Any.

						



						

									domain

									string

									Any.

						



						

									declarer

									string

									Any.

						



						

									report

									string

									Any.

						



						

									form

									string

									Any.

						



						

									reportDate

									string

									format : "dd-MM-yyyy"

						



						

									lifeCycle

									string

									Possible values : INITIAL,

									OPEN, CLOSED.

						



						

									fromDate

									string

									format : "dd-MM-yyyy"

						



						

									toDate

									string

									format : "dd-MM-yyyy"

						



						

									max

									string
default:

								10

									Number between 1 and 100.

						



						

									page

									string
default:

								1

									Number greater than 0.

						



					

				



				



			


			responses



			

				status:


				403 - FORBIDDEN

				

					representations


					

						

									void

									The user doesn't have the proper authorization to access

								this resource

						



					



				


				status:


				200 - OK

				

					representations


					

						

									application/json;

								charset=utf-8

									A collection of links (strings) to the details of each

								search result.

						



					



				


			


		


	


	

		https://onegate-a2a-test.banque-france.fr/p6/documentformdata/{id}

	



	



	Methods



	

		

			

				

							GET

							get()

				



			



			



			request



			

				path params


				

					

						

									name

									type

									format

						



					

					

						

									id

									string

									Number

						



					

				



			


			responses



			

				status:


				403 - FORBIDDEN

				

					representations


					

						

									void

									The user doesn't have the proper authorization to access

								this resource

						



					



				


				status:


				404 - NOT FOUND

				

					representations


					

						

									void

									The resource could not be found

						



					



				


				status:


				200 - OK

				

					representations


					

						

									application/json;

								charset=utf-8

									Body contains the resource

								JSON

						



					



					resource structure


					

						DocumentFormData :



						

							

								

											Property

											Type

											Value

								



							

							

								

											id

											Number

											Document id

								



								

											type

											String

											Document type

								



								

											user

											String

											Login of the user who submitted the document

								



								

											desc

											String

											Description

								



								

											domain

											String

											Domain code

								



								

											declarer

											String

											Declarer type and code

								



								

											report

											String

											Report code

								



								

											form

											String

											Form code

								



								

											reportDate

											String

											Report date (format : "dd-MM-yyyy")

								



								

											lifeCycle

											String

											Form data state

								



								

											recep

											String

											Date of receipt (format : "dd-MM-yyyy")

								



								

											files

											Collection<File>

											A collection of Files (described below)

								



							

						



						File :



						

							

								

											Property

											Type

											Value

								



							

							

								

											id

											Number

											File id

								



								

											name

											String

											File name

								



								

											size

											Number

											Size in bytes

								



								

											desc

											String

											Description

								



								

											link

											String

											Link to the file download

								



							

						



					


				


			


		


	


	

		https://onegate-a2a-test.banque-france.fr/p6/documentformdata/{id}/file/{idFile}

	



	



	Methods



	

		

			

				

							GET

							get()

				



			



			



			request



			

				path params


				

					

						

									name

									type

									format

						



					

					

						

									idFile

									string

									Number.

						



						

									id

									string

									Number.

						



					

				



			


			responses



			

				status:


				403 - FORBIDDEN

				

					representations


					

						

									void

									The user doesn't have the proper authorization to access

								this resource

						



					



				


				status:


				404 - NOT FOUND

				

					representations


					

						

									void

									The resource could not be found

						



					



				


				status:


				200 - OK

				

					representations


					

						

									application/octet-stream

									A stream of the file for download

						



					



				


			


		


	


	

		https://onegate-a2a-test.banque-france.fr/p6/documentdeclarerdomain

	



	



	Methods



	

		

			

				

							GET

							get()

				



			



			



			request



			

				query params


				

					

						

									name

									type

									format

						



					

					

						

									type

									string

									Any.

						



						

									desc

									string

									Any.

						



						

									domain

									string

									Any.

						



						

									declarer

									string

									Any.

						



						

									fromDate

									string

									format : "dd-MM-yyyy"

						



						

									toDate

									string

									format : "dd-MM-yyyy"

						



						

									fromReportDate

									string

									format : "dd-MM-yyyy"

						



						

									toReportDate

									string

									format : "dd-MM-yyyy"

						



						

									max

									string
default:

								10

									Number between 1 and 100.

						



						

									page

									string
default:

								1

									Number greater than 0.

						



					

				



				



			


			responses



			

				status:


				403 - FORBIDDEN

				

					representations


					

						

									void

									The user doesn't have the proper authorization to access

								this resource

						



					



				


				status:


				200 - OK

				

					representations


					

						

									application/json;

								charset=utf-8

									A collection of links (strings) to the details of each

								search result.

						



					



				


			


		


	


	

		https://onegate-a2a-test.banque-france.fr/p6/documentdeclarerdomain/{id}

	



	



	Methods



	

		

			

				

							GET

							get()

				



			



			



			request



			

				path params


				

					

						

									name

									type

									format

						



					

					

						

									id

									string

									Number.

						



					

				



			


			responses



			

				status:


				403 - FORBIDDEN

				

					representations


					

						

									void

									The user doesn't have the proper authorization to access

								this resource

						



					



				


				status:


				404 - NOT FOUND

				

					representations


					

						

									void

									The resource could not be found

						



					



				


				status:


				200 - OK

				

					representations


					

						

									application/json;

								charset=utf-8

									Body contains the resource

								JSON

						



					



					resource structure


					

						DocumentDeclarerDomain :



						

							

								

											Property

											Type

											Value

								



							

							

								

											id

											Number

											Document id

								



								

											type

											String

											Document type

								



								

											user

											String

											Login of the user who submitted the document

								



								

											desc

											String

											Description

								



								

											domain

											String

											Domain code

								



								

											declarer

											String

											Declarer type and code

								



								

											recep

											String

											Date of receipt (format : "dd-MM-yyyy")

								



								

											files

											Collection<File>

											A collection of Files (described below)

								



							

						



						File :



						

							

								

											Property

											Type

											Value

								



							

							

								

											id

											Number

											File id

								



								

											name

											String

											File name

								



								

											size

											Number

											Size in bytes

								



								

											desc

											String

											Description

								



								

											link

											String

											Link to the file download

								



							

						



					


				


			


		


	


	

		https://onegate-a2a-test.banque-france.fr/p6/documentdeclarerdomain/{id}/file/{idFile}

	



	



	Methods



	

		

			

				

							GET

							get()

				



			



			



			request



			

				path params


				

					

						

									name

									type

									format

						



					

					

						

									idFile

									string

									Number.

						



						

									id

									string

									Number.

						



					

				



			


			responses



			

				status:


				403 - FORBIDDEN

				

					representations


					

						

									void

									The user doesn't have the proper authorization to access

								this resource

						



					



				


				status:


				404 - NOT FOUND

				

					representations


					

						

									void

									The resource could not be found

						



					



				


				status:


				200 - OK

				

					representations


					

						

									application/octet-stream

									A stream of the file for download
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1. [bookmark: _Toc473114611][bookmark: _Ref517267544][bookmark: _Toc207100421]Introduction

1.1. [bookmark: _Toc207100422]Ce document présente les différentes possibilités offertes par l’API WS P6 OneGate

1.1.1. [bookmark: _Toc207100423]Homologation (Test): 

https://onegate-a2a-test.banque-france.fr/p6/

1.1.2. [bookmark: _Toc207100424]Production : 

https://onegate-a2a.banque-france.fr/p6/

2. [bookmark: _Toc241401866][bookmark: _Toc241638907][bookmark: _Toc207100425]Utilisation de l’API WS P6 OneGate pour l’écran de suivi des remises

2.1. [bookmark: _Toc517254209][bookmark: _Toc207100426]Récupération des codes de ticket de remises sur critères

2.1.1. [bookmark: _Toc207100427]Paramètres en entrée

		name

		type

		format



		ticket

		string

		Any.



		declarerType

		string

		Possible values : SIREN, SIRET, NSAID, SIREN_R, FI_ID, OPERATEUR, CIB, SIREN_CIB, CODE, IDREM.



		declarerCode

		string

		Any.



		domain

		string

		Any.



		progress

		string

		Possible values : WAIT, RUNN, DONE, FAIL, SKIP, WARN.



		fromDate

		string

		format : "dd-MM-yyyy".



		toDate

		string

		format : "dd-MM-yyyy".



		max

		string
default: 10

		Number between 1 and 100.



		page

		string
default: 1

		Number greater than 0.







2.1.2. [bookmark: _Toc207100428]Requête : 

https://onegate-a2a.banque-france.fr/p6/submissions?declarerType={type}&declarerCode={code}&domain={domain}&fromDate=01-01-2025&toDate=10-07-2025&max=100&page=1

2.1.3. [bookmark: _Toc207100429]Résultats : 

		application/json; charset=utf-8

		A collection of links (strings) to the details of each search result.







2.2. [bookmark: _Toc207100430]Récupération de l’ensemble des informations d’une remise

2.2.1. [bookmark: _Toc207100431]Paramètres en entrée

		name

		type

		format



		ticket

		string

		Any.







2.2.1.1.1 [bookmark: _Toc207100432]Requête :

https://onegate-a2a.banque-france.fr/p6/submissions/{ticket}

1.1.1. [bookmark: _Toc207100433]Résultats :

		Property

		Type

		Value



		ticketCode

		String

		Ticket code



		parentSubmission

		String

		Link to the parent submission



		childSubmissions

		Collection<String>

		A collection of links towards each child submission



		currentStep

		String

		Current step code



		progress

		String

		Submission status



		submissionSteps

		Collection<SubmissionStep>

		A collection of SubmissionSteps (described below)



		stepLastProgress

		String

		Date of the last update of the current step (format : "dd-MM-yyyy hh:mm:ss")



		owner

		String

		Login of the user who uploaded the sumbission



		domain

		String

		Domain code



		declarerCode

		String

		Declarer code



		declarerType

		String

		Declarer type



		processStart

		String

		Date of the process start (format : "dd-MM-yyyy hh:mm:ss")



		processEnd

		String

		Date of the process end (format : "dd-MM-yyyy hh:mm:ss")



		channel

		String

		submission channel



		content

		String

		Link to the submission file download



		fileName

		String

		File name



		fileSize

		Number

		File size in bytes



		fileFormat

		String

		File format



		fileCompressed

		Boolean

		true if the file submitted was compressed



		fileSignType

		String

		Signature type



		signatoryName

		String

		Signatory name



		signatureValidity

		String

		Signature validity



		certificateValidity

		String

		Certificate validity



		habilitationValidity

		String

		Habilitation validity









2.3. [bookmark: _Toc207100434]Récupération de fichier de remise sur critère

2.3.1. [bookmark: _Toc207100435]Paramètres en entrée

		name

		type

		format



		ticket

		string

		Any.







[bookmark: _Toc472932623][bookmark: _Toc473114619][bookmark: _Ref517340350][bookmark: _Ref518394845][bookmark: _Ref518394849][bookmark: _Toc99469903]



2.3.1.1.1 [bookmark: _Toc207100436]Requête :

https://onegate-a2a.banque-france.fr/p6/submissions/{ticket}/file

2.3.1.1.1.1 [bookmark: _Toc207100437]Résultats : 

		application/octet-stream

		A stream of the file for download







2.4 [bookmark: _Toc207100438]Récupération du message de fin de traitement de la remise avec l’étape en erreur

2.4.1 [bookmark: _Toc207100439] Paramètres en entrée 

		name

		type

		format



		ticket

		string

		Any.











2.4.1.1 [bookmark: _Toc207100440] Requête :

https://onegate-a2a.banque-france.fr/p6/submissions/{ticket}/messages

2.4.1.1.1 [bookmark: _Toc207100441]Résultats : 

		application/json; charset=utf-8

		A collection of StepMessage



		Property

		Type

		Value



		code

		String

		Message code



		level

		String

		Message level (INFO, WARNING, ERROR)



		message

		String

		The message (translated in the accepted language if available)



		stepCode

		String

		The step code of the SubmissionStep the message is coming from.







2.5 [bookmark: _Toc207100442]Récupération du fichier présent sur une étape de la remise (CRT par exemple)

2.5.1 [bookmark: _Toc207100443]  Paramètres en entrée

		name

		type

		format



		ticket

		string

		Any.



		stepCode

		string

		Possible values : RECEIVE, REPLAYED_ON_ERROR, EXTRACT, QUICKREAD, CHECK_IDENT, CHECK_XSD, CHECK_SIGN, SPLIT_XBRL, CHECK_DDAS, DDAS_TRANSFORM, PROTIDE_TRANSFORM, CHECK_XBRL, CHECK_XBRL_STRUCT, CHECK_XBRL_COHERENCE, CHECK_XBRL_FORMULA, BACKEND_CRT1, BACKEND_CRT2, INTEGRATE, BACKEND_SEND, ADD_NOTE, END.







2.5.1.1 [bookmark: _Toc207100444] Requête :

https://onegate-a2a.banque-france.fr/p6/submissions/{ticket}/{stepCode}/file



2.5.1.1.1 [bookmark: _Toc207100445]Résultats : 

		application/octet-stream

		A stream of the file for download







2.6 [bookmark: _Toc207100446]Récupération des documents annexes d'une remise



2.6.1 [bookmark: _Toc207100447]Récupération des ids de documents annexes sur critère

2.6.2 [bookmark: _Toc207100448]  Paramètres en entrée

		name

		type

		format



		type

		string

		Any.



		desc

		string

		Any.



		ticket

		string

		Any.



		fromDate

		string

		format : "dd-MM-yyyy"



		toDate

		string

		format : "dd-MM-yyyy"



		max

		string
default: 10

		Number between 1 and 100.



		page

		string
default: 1

		Number greater than 0.







2.6.2.1 [bookmark: _Toc207100449] Requête :

https://onegate-a2a.banque-france.fr/p6/documentsubmission?fromDate=01-01-2025&toDate=25-07-2025&max=100&page=1

2.6.2.1.1 [bookmark: _Toc207100450]Résultats : 

		application/json; charset=utf-8

		A collection of links (strings) to the details of each search result.







2.7 [bookmark: _Toc207100451]Récupération de l'idFile et autres informations sur le document avec l'id

2.7.1 [bookmark: _Toc207100452]  Paramètres en entrée

		name

		type

		format



		id

		string

		Number.







2.7.1.1 [bookmark: _Toc207100453] Requête :

https://onegate-a2a.banque-france.fr/p6/documentsubmission/{id}

2.7.1.1.1 [bookmark: _Toc207100454]Résultats : 

		application/json; charset=utf-8

		Body contains the resource JSON





DocumentSubmission :

		Property

		Type

		Value



		id

		Number

		Document id



		type

		String

		Document type



		user

		String

		Login of the user who submitted the document



		desc

		String

		Description



		ticket

		String

		Submission ticket code



		recep

		String

		Date of receipt (format : "dd-MM-yyyy")



		files

		Collection<File>

		A collection of Files (described below)





File :

		Property

		Type

		Value



		id

		Number

		File id



		name

		String

		File name



		size

		Number

		Size in bytes



		desc

		String

		Description



		link

		String

		Link to the file download







2.8 [bookmark: _Toc207100455]Récupération du document annexe avec l'id et l'idFile

2.8.1 [bookmark: _Toc207100456]  Paramètres en entrée

		name

		type

		format



		idFile

		string

		Number.



		id

		string

		Number.







2.8.1.1 [bookmark: _Toc207100457] Requête :

https://onegate-a2a.banque-france.fr/p6/documentsubmission/{id}/file/{idFile}

2.8.1.1.1 [bookmark: _Toc207100458]Résultats : 

		application/octet-stream

		A stream of the file for download







3 [bookmark: _Toc207100459]Utilisation de l’API WS P6 OneGate pour l’écran de suivi des documents



3.1 [bookmark: _Toc207100460]Recherche des Ids de documents sur critères

3.1.1 [bookmark: _Toc207100461] Paramètres en entrée

		name

		type

		format



		type

		string

		Any.



		desc

		string

		Any.



		domain

		string

		Any.



		declarer

		string

		Any. {typeDecl}espace{code}



		fromDate

		string

		format : "dd-MM-yyyy"



		toDate

		string

		format : "dd-MM-yyyy"



		fromReportDate

		string

		format : "dd-MM-yyyy"



		toReportDate

		string

		format : "dd-MM-yyyy"



		max

		string
default: 10

		Number between 1 and 100.



		page

		string
default: 1

		Number greater than 0.







3.1.1.1 [bookmark: _Toc207100462]Requête :

https://onegate-a2a.banque-france.fr/p6/documentdeclarerdomain?fromDate=01-07-2025&toDate=25-07-2025&domain={domain}&type={typeDoc}&declarer={typeDecl}espace{code}&max=100&page=1

3.1.1.1.1 [bookmark: _Toc207100463]Résultats : 

		application/json; charset=utf-8

		A collection of links (strings) to the details of each search result.







3.2 [bookmark: _Toc207100464]Recherche d’Id File du document avec l’Id

3.2.1 [bookmark: _Toc207100465] Paramètres en entrée

		name

		type

		format



		id

		string

		Number.







3.2.1.1 [bookmark: _Toc207100466]Requête :

https://onegate-a2a.banque-france.fr/p6/documentdeclarerdomain/{id}

3.2.1.1.1 [bookmark: _Toc207100467]Résultats : 

		application/json; charset=utf-8

		Body contains the resource JSON





DocumentDeclarerDomain :

		Property

		Type

		Value



		id

		Number

		Document id



		type

		String

		Document type



		user

		String

		Login of the user who submitted the document



		desc

		String

		Description



		domain

		String

		Domain code



		declarer

		String

		Declarer type and code



		recep

		String

		Date of receipt (format : "dd-MM-yyyy")



		files

		Collection<File>

		A collection of Files (described below)





File :

		Property

		Type

		Value



		id

		Number

		File id



		name

		String

		File name



		size

		Number

		Size in bytes



		desc

		String

		Description



		link

		String

		Link to the file download







3.3 [bookmark: _Toc207100468]Récupération du document avec l’Id et l’Id File

3.3.1 [bookmark: _Toc207100469] Paramètres en entrée

		name

		type

		format



		idFile

		string

		Number.



		id

		string

		Number.







3.3.1.1 [bookmark: _Toc207100470]Requête :

https://onegate-a2a.banque-france.fr/p6/documentdeclarerdomain/{id}/file/{idFile}



3.3.1.1.1 [bookmark: _Toc207100471]Résultats : 

		application/octet-stream

		A stream of the file for download
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