
FIGHTING MONEY 
LAUNDERING AND COUNTERING 
THE FUNDING OF TERRORISM
IN THE 21ST CENTURY, 

WHO IS RESPONSIBLE FOR THE 
IMPLEMENTATION OF AML/CFT 
IN YOUR INSTITUTION?

HAS YOUR CENTRAL BANK 
IMPLEMENTED AN AML/CFT 
RISK-BASED APPROACH FOR ITS 
OWN OPERATIONS?

WHICH INSTITUTIONS ARE 
SUBJECT TO AML/CFT 
OBLIGATIONS IN YOUR COUNTRY?

WHAT ARE THE ELEMENTS TAKEN 
INTO ACCOUNT IN YOUR 
RISK-BASED AML/CFT APPROACH?
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DATA CONTAINED IN THIS DOCUMENT 
ARE CALCULATED FROM PARTICIPANTS’ 
RESPONSES TO A QUESTIONNAIRE 
CIRCULATED PRIOR TO THE CONFERENCE. 
NO ATTEMPT HAS BEEN MADE TO 
VERIFY ACCURACY. DEFINITIONS AND 
METHODOLOGIES DIFFER ACROSS 
JURISDICTIONS.

LES DONNÉES CONTENUES DANS CE 
DOCUMENT SONT CALCULÉES D’APRÈS 
LES RÉPONSES DE PARTICIPANTS À UN 
QUESTIONNAIRE SOUMIS AVANT LE 
SÉMINAIRE ; L’EXACTITUDE DES RÉPONSES 
N’EST PAS VÉRIFIÉE ; LES DÉFINITIONS ET 
MÉTHODOLOGIES VARIENT D’UN PAYS À 
L’AUTRE.

DOES YOUR AUTHORITY GIVE 
AN INDIVIDUAL AML/CFT RISK 
RATING FOR EACH COMMERCIAL 
BANK SUPERVISED IN YOUR 
COUNTRY?

ARE TOOLS FOR THE 
AUTOMATED DETECTION 
OF ATYPICAL OPERATIONS 
IMPLEMENTED?

HAS YOUR AUTHORITY PUT IN 
PLACE A MAPPING OF MONEY 
LAUNDERING AND TERRORIST 
FINANCING RISKS IN THE 
BANKING SECTOR?

DOES YOUR AUTHORITY USE 
ARTIFICIAL INTELLIGENCE 
TO DETECT FRAUDULENT 
BEHAVIOR?

DOES YOUR AUTHORITY 
CONSIDER THAT COMMERCIAL 
BANKS IN YOUR COUNTRY 
SATISFACTORILY APPLY THE 
FOLLOWING AML/CFT ELEMENTS?
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