
 

The data collected in this form and the supporting documents are exclusively reserved for the processing of the Banque de France PKI, the purpose of which is the management of the 
life cycle of digital certificates (verification of identity, creation of the user account, generation and management of the certificate), based on a legal basis *. These data are intended for 
the administration of the Banque de France, in accordance with the legal and regulatory provisions: Law No. 78-17 of January 6 1978 modified relating to data processing, files and 
freedoms, and the Regulation (EU) 2016/679 of the European Parliament and of the Council of April 27, 2016 applicable from May 25, 2018 (General Data Protection Regulation - GDPR). 
Only the internal departments of the Certification Authority of the Banque de France, as well as the internal control and audit departments, have access to this data. These data are kept 
for 10 years from the date of generation of the last electronic certificate issued to the holder. You have a right to access and rectify your data, which you can exercise by sending an email 
to 1206-r4f-ut@banque-france.fr. You have the possibility to file a complaint upon the CNIL. The contact details of the Data Protection Officer are: 1200-DPD-delegue-ut@banque-
france.fr. (*) Refer to the Certification Policy for more information. 

 
Version 1.3 

Public document 
Certificate Revocation Form 
IGC-BDF-V3 - Banque de France  

This signed form, as well as the documents to be attached below, must be sent to the Registration Authority: 

 By e-mail : 1206-r4f-ut@banque-france.fr,  or  

 By post to the following address: Banque de France, 39 rue croix des petits champs, S1A-1206 Cellule R4F, 75001 Paris 

1 Identification of the organization 
 

 Organization Name :   

 
 

2 Identification of the certificate to be revoked 
 

Please fill in the elements below to identify the certificate. Elements preceded by an (*) are required. 
 

 * First name and Last name of the Certificate 

Holder / Certificate Manager : 
 

 

 *  Email of the Certificate Holder / Certificate 

Manager : 
 

 

 
Certificate Serial Number :  

 

 
Certificate expiration date :   

 

  

 * Certificate Type : ☐ Certificate on hardware device / secure device ☐ Software certificate  
  

 
 * Certificate Profile :   ☐ Strong Authentication Certificate – Natural Person ☐ 

Authentifcation and Signature Certificate – Natural 

Person 

 

 ☐ Strong Signature Certificate – Natural Person ☐ Encryption Certificate – Natural Person 

 
 ☐ 

Strong Authentication Certificate – Application 

Service (Entity) 
☐ 

Authentication and Signature Certificate – Application 

Service (Entity) 

 

 

 

3 Identification of the revocation applicant  
 

 

I the undersigned   

 

Acting as :  
 

☐ Legal Representative of the organization identified above, 

☐ Certification Agent designated for the organization identified above, 

☐ Certificate Holder / Certificate Manager of the certificate (The certificate holder / certificate manager can request the certificate revocation online using the 

user interface https://igcv3.certificats.banque-france.fr ). 

 

Request the revocation of the certificate identified in this form, for the reason below :  

 

☐  Key compromission,  

☐  Loss of the private key or the hardware device, 

☐  Error in the information contained in the certificate, 

☐  Change of holder information, including information contained in the certificate (Name, email address), 

☐  The holder is no longer authorized to hold a certificate (change of function), 

☐  Other : 

 

   

  

 

 

Date and Signature of the applicant  

  

 

Document to be attached 

 A copy of the applicant identity document, valid, including an identity photograph (e.g national identity card, passport or residence permit)   

 

mailto:1206-r4f-ut@banque-france.fr
https://igcv3.certificats.banque-france.fr/
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